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The content in this report is provided by SSH Communications Security Corporation ("SSH") for your 

personal information only. And does not constitute an offer or invitation to purchase any securities. Nor 

does it provide any form of advice (investment. tax. legal) amounting to investment advice. Or make any 

recommendations regarding particular investments or products. SSH does not provide investment advice 

or recommendations to buy or sell its shares or the shares of others. If you are interested in investing in 

SSH, please contact your financial adviser for further details and information. Past performance of SSH 

shares is not indicative of future results.  
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CYBERSECURITY PRODUCTS 

FOR SERVERS  & CRITICAL DATA  

FOR LARGE CUSTOMERS 

Identity & Access Management 

SSH key management 

Encryption 

Monitoring 3rd party access 

Secure system administration 

Secure data transfers 

Firewalls 

Banks & insurance 

Retail 

Telecom 

Health care & pharmaceuticals 

Government 

Data centers & high-tech 

>90% to international markets 

THE BUSINESS WE ARE IN 

PATENT LICENSING 

We also hold some essential 

& implementation patents 

that we license to other 

vendors 



Helsinki, Finland (HQ) 

Germany United Kingdom 

Boston, USA 

Hong Kong 

SSH Office 

SSH Competence Center 
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GLOBAL FOOTPRINT 

90% of sales 

outside Finland 

 

Tokyo, Japan 

Singapore 



SSH KEY MANAGEMENT ï THE NEGLECTED PART OF IAM 

The SSH protocol is extremely widely used: all data centers, all unix/linux 

servers, routers, telecom equipment 

SSH keys grant access comparable to usernames and passwords, but are 

typically used for automation and systems management 

Large enterprises often have millions of SSH keys on their systems ï more than 

5x the number of passwords 

Traditional identity and access management (IAM) deals mostly with users and 

passwords, ignoring SSH keys (80% of credentials) 

Enterprises must solve the problem, it is too critical for security 

The problem affects nearly every Fortune 500 and most other top 10 000 

enterprises 

Market in early stage, probably under 1% of potential need addressed 
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IDENTITY & ACCESS MANAGEMENT REALITY 

21 April 2016 SSH Communications Security 7 

80% 

20% 

Of 

credentials 

Of credentials 

Traditional: Users, passwords, two-fator 

authentication 

 

Billions spent on these projects by enterprises 

Hidden until recently: SSH key based access 

 

Largely used for automation 

 

Neglected, not addressed by existing solutions; 

hidden in system administrator realm 

 

Absolutely critical, grants high level access 
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WIN THE SSH KEY 

MANAGEMENT MARKET 

COMPLEMENT WITH ADDITIONAL 

PRODUCTS 

Technology, IPR, leading products 

Reference customers, experience 

Financials, then others 

Market creation: IT auditors, 

consulting houses 

Become more strategic vendor to 

customers & governments 

CryptoAuditor another spearhead 

Firewall expands offering to 

government, telecom 

STRATEGY 

PARTNER 

Expand market reach 

Partner with consulting 

companies 

Partner with various other 

technology vendors 

Stay in our focus area, build 

a business for the consulting 

companies to support us 



SSH COMMUNICATIONS SECURITY - OFFERING 

TECTIAÊ SSH 

 

Secure system administration 

and file transfers 

Used by more than half of top 

10 global banks 

Mostly ongoing maintenance 

revenue 

 

CRYPTOAUDITORÊ 
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UNIVERSAL SSH KEY 

MANAGERÊ 

 

Monitoring system 

administration, 3rd party access 

and file transfers 

Provides visibility into encrypted 

traffic across firewall 

 

Managing access to information 

systems using SSH keys 

Leads competition by 12-24 

months 

Major customers: leading 

banks, credit card companies, 

clearing houses, technology 

companies 

High performance firewall for 

critical applications in 

governments, telcos, etc 

FIREWALL 
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1Q16 ï VERY SLOW BUT OUTLOOK GOOD 
Key financials 

1Q15 2Q15 3Q15 4Q15 1Q16 

Sales Mú 6,8 4,2 3,6 4,2 2,6 

OPEX Mú 3,8 4,1 3,8 4,9 4,8 

EBIT Mú -0,4 -1,6 -1,0 -1,3 -2,2 

% EBIT % -5,4 -41,6 -27,6 -29,5 -84,0 

Personnel eop 95 111 109 109 112 

Comments 

1Q sales decline by -61% 

Å new SSH key management 
customers: 2 new banks, US 
government organization and a 
cybersecurity company. But initial 
deals were small and others did not 
close in 1Q. 

Å 1Q previous year had exceptionally 
high service saless 

Å Investments for future growth 
continued  

Å Many sales cases ongoing 

Sales by region (Mú) 



B/S:  ALLOWS INVESTING IN GROWTH  

 

ÅGood cash position 

remaining 

 

ÅIn 1Q, cash flow from 

operations -1.2Mú,  

total cash flow  

-2,8Mú 

 

2013 2014 2015 1Q2016 

B/S Mú 13,5 17,5 21,8 17,1 

Cash and cash 

equivalents 
Mú 6,0 6,1 11,3 8,5 

Cash flow from 

operations 
Mú 0,4 1,8 0,3 -1,2 

ROE % 2 4 -40 -26 

Equity ratio % 77 63 67 68 

Gearing % -80 -77 -99 -99 

Profit/loss per share EUR -0,00 -0,00 -0,15 -0,09 

Equity per share EUR 0,24 0,25 0,36 0,27 
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OUR DIRECTION 
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Infrastructure 

Finance 

SSH protocol 

Cloud 

Transformation 

Managed Services 

Government 

business 

Industrialized 

Internet 
Å Automated access 

Å Remote admin 

Å 3rd party monitoring 

  

Å Interactive access 

Å Automated access 

Å Passwordless access 
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Å Remote Access Management 

Å Encryption 

Å Authentication (Key based, 

Mobile) 

Å Health Check, Auditing Services 


